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Abstract: A new solution to solve KI#3 about how to support Ambient IoT services. The solution includes two call flows. One is for Inventory and the other one is for Command.
1. Introduction/Discussion
The Key Issue#3 is about how to support Ambient IoT services.
This Key Issue pertains to the AIoT services. Considering that AIoT Devices are a new type of reduced capabilities devices, the services/use cases to be supported include:
-	Inventory.
-	Command.
Editor's note:	the name to call "Inventory" and "Command" is FFS, e.g. Ambient IoT service, use case, etc.
The key issue will study the following aspects:
-	Study how to support information transfer for Ambient IoT services and related system functionality, including the information transfer for an Ambient IoT device and for a group of Ambient IoT Devices.
NOTE:	Including whether there is a need to support session based transfer between Ambient IoT Device and the network considering the device types and capabilities.
-	Study which of the enabled Ambient IoT services are exposed to AF and how, e.g. for the case AF requests Ambient IoT service for an Ambient IoT Device and for a group of Ambient IoT Devices.

2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-13.
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* * * * Second change (all new text) * * * *
6.X	Solution #X: Support of Ambient IoT Service
6.X.1	Description
This solution mainly addresses the KI#3 about support of Ambient IoT Services including Inventory service and Command service. The solution provides a call flow to describe the End-to-End procedure in detailed how the 5G system support the Inventory service operation and the Command service operation respectively. Additionally, this call flow will also mention how to utilize the Device ID format to perform inventory and how the subscription data is used to perform service operation. Therefore, this solution will also cover some aspects in KI#2 about identification and subscription management.
This solution mainly focuses on Topology 1 and it is assumed that the 5GC is involved for the Ambient IoT service operation, where 5GC terminates the service request from AF and generate the signalling to trigger the reader(s) to perform inventory operation and transfer the command or ACK for the command between the Ambient IoT Device and core network.
In order to understand the solution clearly, some terms to be used in this solution are listed below:
Inventory: obtain the Device ID from Ambient IoT Device
MASK: a full or partial Device ID, which will be broadcasted by a reader in order to select a specific group of Ambient IoT Devices to perform random access and report their Device IDs to the network. The Ambient IoT Device whose Device ID which matches the MASK will perform random access to report the Device ID.
Task ID: an identifier generated by 5GC which is used to identify the service operation requested by the 3rd party. The 5GC can associate the Task ID with the service request sent by an AF and the MASK corresponding to this service request.
6.X.2	Procedures
6.X.2.1	General
In this solution, the support of Ambient IoT Inventory service and the support of Ambient IoT Command service are captured in separate call flows. The procedure to support Ambient IoT Inventory service is specified in clause 6.X.2.2, while the procedure to support Ambient IoT Command service is specified in clause 6.X.2.3.
6.X.2.2	Procedure to support Ambient IoT Inventory Service
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1.	AF sends an AIoT_Inventory request to 5GC including AF ID and optionally a (partial) AIoT Device ID with 3rd party-defined identifier information and/or location information.
The AIoT Device ID with 3rd party-defined identifier information can be a complete or partial, and this is used to compose the MASK in step 4. This can further select a subset of Ambient IoT Devices belonging to this 3rd party to perform the Inventory operation.
The location information indicates the area where the inventory service will be performed.
2.	Based on the request from AF, 5GC performs the authorization of the service request based on the operator policy and service agreement between the AF and the operator, e.g. based on service area which allows the AF to request the service operation.
When the inventory service request is allowed to be performed, the 5GC determines the target reader (e.g. RAN) to perform the inventory operation based on the service area the AF is allowed to perform and optionally the location information provided by the AF.
In addition, the 5GC determines the MASK for this inventory operation. The MASK is a full or partial Ambient IoT Device ID, which is used to select certain group of Ambient IoT Devices to perform the random access and report their Device ID(s) to the network in order to complete the inventory operation. The Ambient IoT Device ID includes Home Network Identifier, Owner ID and the Instance Identifier component. The Home Network Identifier is used to identify the home network of the Ambient IoT Device, while the Owner ID is used to identify the 3rd party which owns the Ambient IoT Device. The Owner ID is associated with the AF ID. Therefore, based on the service request from AF, the MASK is Home Network Identifier and Owner ID corresponding to the AF, which can enable the Ambient IoT Device(s) belonging to the 3rd party corresponding to the AF to report their Device IDs. Moreover, if the Ambient IoT Device is also configured with a 3rd party-defined identifier and the AF provides the AIoT Device ID with a (partial) 3rd party-defined identifier information in step 1, the 5GC can construct a MASK including this AIoT Device ID with 3rd party-defined identifier information to further select a specific group of Ambient IoT Device to perform Inventory service operation.
The 5GC generates a Task ID corresponding to this inventory operation (e.g. MASK).
3.	The 5GC sends an AIoT_Inventory response to the AF indicating that the service request has been authorized and handled.
4.	The 5GC sends an inventory message to the reader(s) determined in step 2. The message includes a TASK ID and the MASK.
NOTE 1: The type of the message will be defined by RAN WGs.
5.	Reader performs inventory the Ambient IoT devices by using the MASK.
6.	Ambient IoT Device (e.g. Ambient IoT Device 1) matching the MASK performs random access with the reader.
NOTE 2: The detailed procedure of random access will be defined by RAN WG2.
7.	When Ambient IoT Device 1 perform random access successfully, it sends an RRC message. The RRC message includes a UL NAS’ message containing the Device ID.
Editor’s Note: Optimization to shorten the message length sent by Ambient IoT Device (e.g. send a truncated Device ID) is FFS.
8.	Reader sends a N2’ message to the 5GC including the TASK ID and the UL NAS’ message from the Ambient IoT Device.
9.	The 5GC validates the Device ID.
Editor’s Note: How to validate Device ID is FFS and shall be coordinated with SA WG3.
10.	After step 6, the reader can keep performing the random access with other Ambient IoT Devices. If there is any other Ambient IoT Device perform random access successfully and sends the Device ID, steps 5 to 8 will be repeated. 
11.	The 5GC collects one or more Device ID(s) corresponding to this TASK ID (e.g. corresponding to this inventory operation), and can further perform filtering based on the request from AF, e.g. filter out the Device ID(s) which do not belong to the AF.
12.	If the reader detects that the inventory operation is completed based on implementation (e.g. there is no further Ambient IoT Device performing random access), it may send a N2’ message to the 5GC including a TASK ID and an End indicator, indicating that the Inventory service operation corresponding to the TASK ID is completed. Alternatively, if the 5GC detects that the inventory operation is completed (e.g. target Ambient IoT Device(s) have been inventoried), it may send a N2’ message to reader(s) including the TASK ID and an End indicator, indicating that the Inventory service operation corresponding to the TASK ID is completed.
13.The reader can send an ACK to the 5GC to confirm that the Inventory service operation corresponding to the TASK ID is completed and release the context related to this Inventory service operation.
14.	The 5GC sends AIoT_Inventory notification to report the AF with the list of the Device ID(s).
6.X.2.3	Procedure to support Ambient IoT Command Service
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Figure 6.X.2.3-1: Procedure to support Ambient IoT Commadn Service
1.	AF sends an AIoT_Inventory request to 5GC including AF ID and optionally a (partial) AIoT Device ID with 3rd party-defined identifier information and/or location information. 
The 3rd party-defined identifier information can be a complete or partial AIoT Device ID with 3rd party-defined identifier which is used to compose the MASK in step 4. This can further select a subset of Ambient IoT Devices belonging to this 3rd party to perform the Inventory operation. 
The location information indicates the area where the command service will be performed.
If it is AIoT_Read request, the command parameter includes the target application data to be read. If it is AIoT_Write request, the command parameter includes the application data to be written on the Ambient IoT Device.
2.	Based on the request from AF, 5GC performs the authorization of the service request based on the operator policy and service agreement between the AF and the operator, e.g. based on service area which allows the AF to request the service operation. 
When the inventory service request is allowed to perform, the 5GC determines the target reader (e.g. RAN) to perform the inventory operation based on the service area the AF is allowed to perform and optionally the location information provided by the AF. 
In addition, the 5GC determines the MASK for this inventory operation. The MASK is a full or partial Ambient IoT Device ID, which is used to select certain group of Ambient IoT Devices to perform the random access and report their Device ID(s) to the network in order to complete the inventory operation. The Ambient IoT Device ID includes Home Network Identifier, Owner ID and the Instance Identifier component. The Home Network Identifier is used to identify the home network of the Ambient IoT Device, while the Owner ID is used to identify the 3rd party which owns the Ambient IoT Device. The Owner ID is associated with the AF ID. Therefore, based on the service request from AF, the MASK is Home Network Identifier and Owner ID corresponding to the AF, which can enable the Ambient IoT Device(s) belonging to the 3rd party corresponding to the AF to report their Device IDs. Moreover, if the Ambient IoT Device is also configured with a 3rd party-defined identifier and the AF provides the AIoT Device ID with a (partial) 3rd party-defined identifier information in step 1, the 5GC can construct a MASK including this AIoT Device ID with 3rd party-defined identifier information to further select a specific group of Ambient IoT Device to perform Inventory service operation.
The 5GC generates a Task ID corresponding to this inventory operation (e.g. MASK).
3.	The 5GC sends an AIoT_Read/Write response to the AF indicating that the service request has been authorized and handled.
4.	The 5GC sends an inventory message to the reader(s) determined in step 2. The message includes a command indication, TASK ID and the MASK. The command indication indicating that this inventory operation is used for command transmission.
NOTE 1: The type of the message will be defined by RAN WGs.
5.	Reader performs inventory the Ambient IoT devices by using the MASK.
6.	Ambient IoT Device (e.g. Ambient IoT Device 1) matching the MASK performs random access with the reader.
NOTE 2: The detailed procedure of random access will be defined by RAN WG2.
7.	When Ambient IoT Device 1 perform random access successfully, it sends an RRC message. The RRC message includes a UL NAS’ message containing the Device ID.
Editor’s Note: Optimization to shorten the message length sent by Ambient IoT Device (e.g. send a truncated Device ID) is FFS.
8.	Reader sends a N2’ message to the 5GC including the TASK ID and the UL NAS’ message from the Ambient IoT Device.
9.	The 5GC validates the Device ID.
Editor’s Note: How to validate Device ID is FFS and shall be coordinated with SA WG3.
10.	After successful Device ID validation, the 5GC sends N2’ message to the Reader including Task ID and the DL NAS’ message contains command information.
11.	Reader sends RRC message to the Ambient IoT Device1, which includes DL NAS message containing command information.
12. Ambient IoT Device1 sends the RRC message to the Reader, which includes UL NAS’ message containing ACK for the command. If the command is a Read command, the ACK includes the data read from the Ambient IoT Device. If the command is a Write command, the ACK can the result indicating whether the data is written on the Ambient IoT Device successfully.
13.	Reader sends a N2’ message to the 5GC including the TASK ID and the UL NAS’ message from the Ambient IoT Device in step 11.
14.	After step 13, the reader can keep performing the random access with other Ambient IoT Devices. If there is any other Ambient IoT Device perform random access successfully and sends the Device ID, steps 6 to 13 will be repeated.
15.	The 5GC collects one or more Device ID(s) and the data from the Ambient IoT Device(s) if the command is a Read command corresponding to this TASK ID (e.g. corresponding to this command operation), and can further perform filtering based on the request from AF, e.g. filter out the Device ID(s) which do not belong to the AF.
16.	If the reader detects that the operation is completed based on implementation (e.g. there is no further Ambient IoT Device performing random access), it may send a N2’ message to the 5GC including a TASK ID and an End indicator, indicating that the operation corresponding to the TASK ID is completed. Alternatively, if the 5GC detects that the operation is completed (e.g. target Ambient IoT Device(s) have completed the operation), it may send a N2’ message to reader(s) including the TASK ID and an End indicator, indicating that the operation corresponding to the TASK ID is completed.
17.The reader can send an ACK to the 5GC to confirm that the operation corresponding to the TASK ID is completed and release the related context.
18.	The 5GC sends AIoT_Read/Write notification to report the AF with the list of the Device ID(s) and the corresponding data if the command is a Read command.
6.X.3	Impacts on services, entities and interfaces
AF:
-	send Inventory, Read or Write service request to the 5GC to trigger the inventory, Read or Write service operation.
-	provide location information to further select a service area for the service operation;
-	provide a (partial) AIoT Device ID with (partial) 3rd party-defined identifier to further select a subset of Ambient IoT Devices to be performed.
5GC: support following new functionalities:
-	Handle Ambient IoT service request from AF and authorise the service request based on the parameters in the subscription corresponding to the AF.
-	Perform reader selection based on the service request.
-	Determine the MASK for the requested service based on the service request from AF.
-	Validate the Device ID.
-	Collect and filter the information from the Device and send to target AF via NEF.
RAN:
-	Broadcast MASK based on the message from 5GC.
-	Continue to perform random access of other potential Ambient IoT Device after transferring the UL NAS’ of the Ambient IoT Device it interacts with currently.
-	Stop performing random access when detect the inventory operation is complete or when receive the indicator from 5GC.

* * * * End of changes * * * *
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